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Abstract: Community structure implies some features in various real-world net-
works, and these features can help us to analysis structural and functional proper-
ties in the complex system. It has been proved that the classic k-means algorithm
can efficiently cluster nodes into communities. However, initial seeds decide the ef-
ficiency of the k-means, especially when detecting communities with different sizes.
To solve this problem, we improve the classic community detection algorithm with
Principal Component Analysis(PCA) mapping and local expansion k-means. Since
PCA can preserve the distance information of every node pairs, the improved al-
gorithm use PCA to map nodes in the complex network into lower dimension
European space, and then detect initial seeds for k-means using the improved local
expansion strategy. Based on the chosen initial seeds, the k-means algorithm can
cluster nodes into communities. We apply the proposed algorithm in real-world
and artificial networks, the results imply that the improved algorithm is efficient
to detect communities and is robust to the initial seed of K-means.
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1. Introduction

Recently, many researchers notice that the complex network is a proper tools to
describe variety of complex system in the real world [20–22], and thus the complex
network has attracted the great attention in many fields such as physics, biology
and social network et al. In complex network field, one of the important topology
property is community structure which comprise of densely connected nodes, and
some researchers have found that detecting community structure can reveal some
valuable insights of the functional feature in the complex system [10, 17]. For
example, communities in multimedia social network may imply people with the
same hobby and trust relationship. Zhiyong Zhang et al. proposed an approach
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